
New STC Track: Part 2
MontCAS Policies & Procedures

2019 OPI Data and Assessment Conference
Bozeman, MT

Ashley McGrath, 
Assessment DirectorAshley McGrath 

State Assessment Director



• New System Test Coordinator Track

• The Five Ws of the Montana Comprehensive 
Assessment System (MontCAS) policies 

• The collection and reporting requirements for 
MontCAS

• How to build roles and responsibilities 

• Ensure integrity of assessments and student 
information 

• New test security features of the centralized-
MontCAS Application 

Session Objectives



What is the New STC Track!

• Look for this i icon 

• 8 recorded sessions 

• Sessions tailored to you

• Help you navigate the expectations 

for testing in 2019

• Materials posted on Conference 

Page and on the NTC Website

https://sites.google.com/opiconnect.o

rg/ntcacademy/home

https://sites.google.com/opiconnect.org/ntcacademy/home
https://sites.google.com/opiconnect.org/ntcacademy/home


• Ensure all students have equitable access to 
high-quality educational resources and 
opportunities

• Measure students’ true attainment of 
educational goals.

• Track achievement over time for continuous 
improvement.

• Inform and provide accurate and timely 
information. 

• Support education information processes at 
local and state levels. 

• Address and close educational gaps.

State Assessment Purpose
“Test administration will lead to student results that accurately reflect a 

valid and reliable measure of what each student knows and is able to do 

compared to Montana’s content standards.”



State and Federal Requirement

Administration of aligned statewide assessment and reporting is required under: 

• Every Student Succeeds Act (or ESSA) in Section 1111

• Administrative Rules for Montana (or ARM) Chapter 55 and 56

• Montana Code Annotated (or MCA) Title 20 Chapter 7

To Receive Title I Funding:

• Each state must submit to the U.S. Department of Education every several years 
and each district then applies to the state every year.

MT DistrictsMT Department of EducationUS Department of Education

$$ $$

District PlanState Plan



For these reasons: 

• SEAs must maintain confidence in the 
data and protect its integrity for these 
intended purposes.

• Assurance the assessment really does 
measure what it is supposed to measure.

• School districts, school staff, and students 
are critical partners in ensuring test 
security policies and procedures are 
followed.

Why is Test Security necessary?

Audience: various stakeholders including SEAs, LEAs, 
teachers, parents, policymakers, and students. 



1. Establish and maintain an assessment system that is valid, 
reliable, and consistent with relevant professional and 
technical standards. 

2. Have policies and procedures in place regarding tests 
security for ALL assessments including ACT. 

3. Monitor the implementation test security agreements.

Title I Audit Status 

FY 2017

Title I Audit 
and Findings

FY 2018

Best Practice 
Research

FY 2019

Adopt PDIR
and Pilot
YEAR 1

FY 2020

Implement PDIR 
and Reflect

YEAR 2

FY 2021

Fully
Operationalize 

PDIR
YEAR 3

Source: Legislative Audit Division

https://leg.mt.gov/lad/


• Integrity - is the quality of upholding strong 
standards

To do this, follow the MontCAS published guidance for:

• Registration on secure sites

• Test administration

• Student access and eligibility

• Test security

• Data collection and reporting

Testing Integrity
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• Prevention

• Detection

• Inspection

• Resolution

What is PDIR?

Prevention

Detection

Resolution



Data Collection at Its Finest

https://undsci.berkeley.edu/article/howscienceworks_02



Focus on 
MontCAS Roles



MontCAS Assessment Roles

OPI

AR

STC

BC

TA

Student



Team

OPI 

State Users

System 
Authorized 

Representative 
(or AR)

System Test 
Coordinator (or 

STC)

Building 
Coordinator (or 

BC)

Test 
Administrator 

(or TA)

Technology 
Coordinator (or 

TC)

Build a Team AND
Define Roles



Focus on 
User Access



• Only authorized users are permitted to access and manage 
MontCAS accounts. 

• STC must be confirmed by the AR in the OPI Contacts System.

• The annual verification of the STC and management of user 
accounts. 

• STC assign accounts to licensed professionals who have completed 
the OPI-specified test administration training, are familiar with 
standardized testing procedures, and are employed by our school 
system.

• STC who is the sole person responsible for managing the 
administration of the suite of MontCAS assessments.

• STC the MontCAS single point of contact for all assessment-related 
materials and alerts. 

MontCAS Authorized User Policy

iAnnually the OPI will review and 

refresh user accounts to limit access 

to these secure, restricted-use online 

systems to only authorized personnel.



Focus on 
Prevention

P



• Build an assessment team

• Know roles and responsibilities

• Familiarize yourself with expectations

• Complete all required trainings and manuals

• Plan and prepare for activities ahead of time

• Practice the responsibilities

• Meet all collection and reporting deadlines

• Perform quality assurance checks 

• Reflect

Elements of Prevention



- Alt

Expectations



Who May Administer?

• Montana licensed 
educator 
professionals who 
have been trained, 
are familiar with 
standardized testing 
procedures, and are 
employed by the 
school system.

Montana licensed substitute teachers

• May administer

• Must complete trainings

• Must be employed by district

Student teachers & paraprofessionals

• May assist 

• Under direct supervision of licensed educator

• Must complete all trainings

Parent/Community members

• May NOT assist OR observe

What about…?

To discuss special staffing circumstances, please contact the OPI Assessment Division at 
844.867.2569 or OPIAssessmentHelpDesk@mt.gov.



1.
Test Administration 

2.
Test Security 

3.
Accessibility and 
Accommodations

4.
Student Eligibility 
and Participation

What are the STC

Training Requirements?



Key Role and Responsibility Letters

AR/BC Letter

STC Letter

TA Letter

Note: STC is electronic in MontCAS Application

http://opi.mt.gov/Portals/182/Page Files/Statewide Testing/Landing Page/Test Security Links/2019 Test Administration/Roles And Responsibilities Authorized Representatives And Principals_Final_Oct_2018.pdf?ver=2018-10-24-081700-167
http://opi.mt.gov/Portals/182/Page Files/Statewide Testing/Landing Page/Test Security Links/2019 Test Administration/Roles And Responsibilities STC_Final_Oct_2018.pdf?ver=2018-10-31-153554-720
http://opi.mt.gov/Portals/182/Page Files/Statewide Testing/Landing Page/Test Security Links/2019 Test Administration/Roles And Responsibilities TA_Oct_2018.pdf?ver=2018-10-31-153554-720


MontCAS Ethical Testing Behavior Guidance 

Throughout Test Administration Cycle

(e.g., Store materials in a secure location 

when not in use.)

Before Test Administration Activities

(e.g., Cover or remove bulletin boards, 

posters, or other instructional displace 

that could aid students during testing.) 

During Test Administration Activities

(e.g., Follow the scripted directions 

exactly for all testing, both online and 

paper/pencil.) 

After Test Administration Activities
(e.g., Destroy all secure test materials in 

accordance with the guidance published by 

the Office of Public Instruction.)

http://opi.mt.gov/Portals/182/Page Files/Statewide Testing/Landing Page/Test Security Links/2019 Test Administration/MontCAS Ethical Testing Behavior Guidance_Final_Nov18.pdf?ver=2018-11-15-081405-170


Focus on 
Detection

D



• Make observations  

• Ask questions  

• Establish a chain of custody process

• Establish a data quality reporting infrastructure

• Monitor at all phases of the cycle

• Conduct data forensics or analyses

• Complete self reports

Elements of Detection



Employ web and media patrolling to protect the 
integrity of the assessment and scores.

SEA Web Monitoring



Atlanta Test Scandal 

i Watch the Aftermath of the Atlanta Test Cheating 

Scandal 9:27 mins video

https://youtu.be/JyI62eZ3SlM


Test fraud is a set of activities that are illegal, inappropriate, 
or against the rules/standards.

Cheating is probably the most common type of test fraud.

Six Categories of Cheating Threats 
1. Using pre-knowledge of test content 

2. Receiving assistance during the test 

3. Using cheating aids 

4. Using a proxy test taker 

5. Tampering with or hacking into a scoring system 

6. Copying answers from other test takers

Test Fraud

Source

https://www.caveon.com/wp-content/uploads/2014/03/The-Language-of-Security-and-Test-Security-White-Paper-Foster.pdf


Degrees of Testing Incidents
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• Student performance
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No statewide or national 
implications

May result in invalidation 
of test results.
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Impropriety

IrregularityBreach

Examples of Testing Incidents



Focus on 
Investigation

I



• Be conservative when interpreting data forensics

• Be a critical consumer of facts 

• Use multiple lines of evidence to build claims

• Determine the level of evidence needed to initiate 
further inquiry

• Determine roles of inquiry at SEA, LEA, third party

• When further inquiry is warranted respect privacy and 
professionalism

• Maintain comprehensive records 

• Provide strategic guides (e.g., forms, timelines, etc.)

Elements of Inspection



Focus on 
Resolution

R



• The steps that will need to be taken to 
rectify the situation for all parties.

• Create an Action Plan

Elements of Resolution



Where does Test Security happen?

The state, school districts, school personnel and students are critical 
partners in ensuring test security.

Source: MontCAS Test Security Manual P.8

http://opi.mt.gov/Portals/182/Page Files/Statewide Testing/Test Security/MontCASTestSecurityManual 2018-19.pdf?ver=2018-12-17-170824-853


When does Test Security take place?

Before Testing During Testing After Testing
Build an assessment team Monitor test settings No copies of test materials

Review the TAM Follow standardized room 
checklist

All test materials must remain 
secure at all times 

Complete training modules Prepare room No test materials used for 
instruction

Review MontCAS Test Security 
Manual

Ensure student information Destroy test materials securely

Establish specific roles and 
responsibilities

Student verifies information

Accessibility and 
Accommodations

Student supervision

Here is an abbreviated look throughout the testing cycle: 



Risk Assessment Risk Matrix

Risk Factor Risk Category

Factor Types Low Medium High
Test Security 
Incident 

Improper 
Accommodation 

Improper 
Administration   

Ineligibility 
Participation 

Training Concerns





How are things collected?

http://opi.mt.gov/Portals/182/Page Files/Statewide Testing/Landing Page/Test Security Links/2019 Test Administration/MontCAS Test Security Collection Schedule 201819_Final_Nov 18.pdf?ver=2018-11-15-153230-507


How are incidents reported?

MontCAS Application for STCs

https://apps.opi.mt.gov/MontCAS/frmLogin.aspx?ReturnUrl=/MontCAS/frmDefault.aspx


Confidential TIR

This form is intended only for parents, 
community members, and school 
personnel who are concerned about 
ramifications from local reporting of a test 
security incident. In most cases, school 
personnel should follow the test security 
incident reporting procedures through 
their system test coordinator.

http://opi.mt.gov/Portals/182/Page Files/Statewide Testing/Landing Page/Test Security Links/Confidential TIR_6_7_18.pdf?ver=2018-06-11-142018-523


• Provide final school system verification of training 
and administration to receive renewal units.

• Certificate recognizing completion of the key 
System Test Coordinator duties. 

End of Testing Cycle



Questions?

41

Ashley McGrath  

State Assessment Director

Montana Office of Public Instruction

Phone: 406.444.3656

E-mail: amcgrath@mt.gov

mailto:amcgrath@mt.gov


• Montana Title I Legislative Audit 17-19

• US DOE Standards, Assessments and Accountability

• 2013 - TILSA Test Security Guidebook for States

• Key Policy Letters

• NCME

• Michigan

• Georgia

• Michigan

• Minnesota

• Nebraska

• South Dakota 

• Iowa

• NWEA

Presentation References

https://leg.mt.gov/content/Publications/Audit/Summary/17-19-summary.pdf
https://www2.ed.gov/admins/lead/account/saa.html
https://ccsso.org/sites/default/files/2018-07/TILSATestSecurityGuidebook.pdf
https://www2.ed.gov/policy/gen/guid/secletter/archive.html
https://www.ncme.org/home
https://www.michigan.gov/documents/mde/Assessment_Integrity_Guide_291950_7.pdf
https://gosa.georgia.gov/academic-auditing
https://www.michigan.gov/documents/mde/Assessment_Integrity_Guide_291950_7.pdf
http://minnesota.pearsonaccessnext.com/resources/resources-training/manuals/TestSecurityTraining_2017-2018_Checklist_Option.pdf
https://cdn.education.ne.gov/wp-content/uploads/2018/01/NE-State-Accountability-Security-Manual-January-8-2018.pdf
https://doe.sd.gov/oats/documents/dsSecurty.pdf
https://itp.education.uiowa.edu/ia/documents/PlanningImplementationGuide.pdf
https://teach.mapnwea.org/impl/TestSecurityChecklist.doc


Required Manuals

• Test Administrator Manual 
• MontCAS Test Security 

Manual (TAM)
• MontCAS Accessibility and 

Accommodation Guidelines 
• MontCAS Accommodations 

Manual and Guidance 
Memo

• MontCAS Test 
Coordinators Manual (TCM)

http://opi.mt.gov/Portals/182/Page Files/Statewide Testing/Test Security/MontCASTestSecurityManual 2018-19.pdf?ver=2018-12-17-170824-853


• AR authorized role contacts

• MontCAS Application

• Manual – PDIR

• Platform account refresh

• Observations

• Annual certification of training

• Renewal units

• Negotiated rulemaking process

Changes since 2018


